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Abstract
In this paper, we propose a coordinated direct and relay transmission scheme based on non-
orthogonal multiple access (NOMA), where the relay and cell-center user operate in full-
duplex mode to help enhance the quality of service of the cell-edge user as well as ensure the
secure transmission. In the proposed system, the base station directly serves the cellcenter
user and relay while communicating with the cell-edge user through the relay and cell-center
user. Taking advantage of NOMA, the cell-center user and relay are able to cancel the mutual
interference between themselves. Moreover, they can also cooperatively apply the artificial
noise scheme to interfere any potential eavesdropper without impairing the legitimate cell-
edge user. Exact and closed-form expressions for the outage probability, achievable rate,
and achievable secure rate are derived. Numerical results prove that the proposed system
outperforms the existing counterpart in the low signal-to-noise ratio region, and ensures
secure communications with appropriate power allocation.
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Abstract—In this paper, we propose a coordinated direct and
relay transmission scheme based on non-orthogonal multiple
access (NOMA), where the relay and cell-center user operate
in full-duplex mode to help enhance the quality of service of
the cell-edge user as well as ensure the secure transmission. In
the proposed system, the base station directly serves the cell-
center user and relay while communicating with the cell-edge
user through the relay and cell-center user. Taking advantage
of NOMA, the cell-center user and relay are able to cancel the
mutual interference between themselves. Moreover, they can also
cooperatively apply the artificial noise scheme to interfere any
potential eavesdropper without impairing the legitimate cell-edge
user. Exact and closed-form expressions for the outage proba-
bility, achievable rate, and achievable secure rate are derived.
Numerical results prove that the proposed system outperforms
the existing counterpart in the low signal-to-noise ratio region,
and ensures secure communications with appropriate power
allocation.

Index Terms—physical layer security, NOMA, full-duplex,
outage probability, secure rate.

I. Introduction
One of the most important applications of non-orthogonal

multiple access (NOMA) is cooperative NOMA, where users
or dedicated relays cooperate to improve the transmission
efficiency of the system. The NOMA-based coordinated direct
and relay transmission (CDRT) was introduced in [1]. It was
shown therein that NOMA-based CDRT performs better than
the non-coordinated direct and relay transmission counterpart.
The study of [1] employs the half-duplex (HD) technique.
However, systems equipped with HD technique need an extra
phase for cooperation, which suffer from a loss of spectral
efficiency. Attentive to this, the authors of [2] replaced the
HD relay in [1] with the full-duplex (FD) relay to enhance
the spectral efficiency. In both [1] and [2], the near user only
uses the data symbol of the far user to process interference
cancellation. Different from [1] and [2], in our work, the near
user is working in FD mode to use the decoded data symbol
to assist the far user while receiving new data symbols, which
shows to further enhance the spectral efficiency.
Transmitting an additional copy by the near user, however,

renders the CDRT system more vulnerable to eavesdropping.

Therefore, how to protect the legitimate far user from being
wiretapped is crucial. There have been many studies in the
literature concerning the secure communications problem.
Assuming the channel state information (CSI) of the eaves-
dropper available at the legitimate transmitter, the secrecy
capacities were analyzed in [3]–[5]. Although this assumption
facilitates the analysis, it can be impractical when the eaves-
dropper works in a passive way. Without any knowledge of
the eavesdropper’s channel, [6] proposed a solution called ar-
tificial noise scheme to ensure secure communications. For its
effectiveness, the artificial scheme was employed to solve the
security problem under different scenarios, e.g., multi-input
multi-output [7]–[10], cooperative relaying systems (CRS)
[11]–[13], and two-way relay networks [14]. We find that the
artificial noise scheme can also be applied to the NOMA-based
CDRT system since the near user can cooperate with the relay
in favor of the FD mode.
In this paper, we consider a NOMA-based CDRT system

with one base station, two users, one relay, and one eavesdrop-
per, where the cell-edge user cannot communicate with the
base station directly and both the cell-center user and relay op-
erate in FD mode to assist the cell-edge user in our system. The
main contributions of this work are summarized as follows.
We analyze the performance of the proposed NOMA-based
CDRT system over Rayleigh fading channels. Specifically,
exact closed-form expressions for instantaneous and ergodic
rates of cell-center and cell-edge users are derived. Moreover,
the outage probability of each data symbol is derived. We
take advantage of both FD nodes and incorporate the artificial
noise scheme. This sophisticated strategy makes eavesdropper
hard to wiretap the information of the cell-edge user. The
expressions for the instantaneous and ergodic secure rates
under the scenario of a single eavesdropper are derived. Both
numerical and Monte Carlo simulation results are presented.
Results show that the proposed NOMA-based CDRT system
has superior performance at low transmit signal-to-noise ratio
(SNR) in terms of the ergodic sum rate, and outage probability.
Moreover, under the scenario of a single eavesdropper, our
system performs much better than the existing system by
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Fig. 1. System model, where dash dotted line represents interference between
two nodes.

applying appropriate power allocation.
Notation: E[X] stands for the expectation of random vari-

able X . fX(·), FX(·) and F̄X(·) denote the probability density
function (PDF), cumulative distribution function (CDF) and
complementary CDF (CCDF) of random variable X , respec-
tively. Ca1×b1 and 0a1×b1 denote a matrix and all-zero matrix
with a1 rows and b1 columns, respectively, where a1 and b1
are arbitrary non-zero positive integers. In denotes a square
matrix of order n, whose elements are all one. [x]+ denotes
max{x, 0}. Nc(µ, σ

2
0) denotes complex Gaussion distribution

with mean µ and variance σ2
0 . Ei(x) =

∫ x

−∞ et/tdt, x < 0.

II. System Model
Consider a cooperative communication scenario shown in

Fig. 1, which consists of a base station (denoted by B), a relay
(denoted by R), user 1 (denoted by U1), user 2 (denoted by
U2), and one potential eavesdropper (denoted by E). All the
nodes are assumed to be synchronous. User 1 is the cell-center
user, and user 2 is the cell-edge user. We assume that the
base station operates in HD mode, while user 1 and the relay
in FD mode. Considering that user 2 may move to the cell-
center, it is also equipped with a FD antenna. The channels
B − R, B − U1, R − U1, R − U2, U1 − U2, U1 − E, and
R−E are respectively denoted by hr,b, h1,b, h1,r, h2,r, h2,1,
he,1, and he,r, which are assumed to follow independent zero-
mean complex Gaussian distributions with variances βr,b, β1,b,
β1,r, β2,r, β2,1, βe,1, and βe,r, respectively. User 1 is assumed
to be closer to the B than R. Due to the strong shadowing
or long distance between the base station and user 2, it is
assumed that there is no direct link between them. User 2
communicates with the base station with the assistance of user
1 and the relay. There are two phases involved in the whole
transmission, namely, initial phase (denoted by t0) and stable
phase (denoted by t). We denote τ as the length of a time
duration.

A. Communication Procedure
During time duration t, the base station transmits a new

superimposed signal xb(t) to relay and user 1, which is given

in the form of

xb(t) =
√
Pba1x1(t) +

√
Pba2x2(t), (1)

where E[|x1(t)|2] = E[|x2(t)|2] = 1. The relay and user 1
transmit the decoded symbol x2(t− τ) to user 2 while receiv-
ing xb(t) with transmission power Pr and P1, respectively.
Since both the relay and base station are working in FD mode,
there exist echo channels between the transmit and receive
antennas. Let h̄r,r and h̄1,1 denote the echo channels of the
relay and user 1, respectively.
In the proposed system, the relay and user 1 cooperatively

apply the beamforming technique to transmit data symbol
x2(t−τ) to user 2. Specifically, user 1 and relay can be seen as
two independent antennas of a hypothetical node, which trans-
mits the data symbol vector [x2(t− τ), x2(t− τ)]T to user 2
directly. In this way, the channel vector is given by h = [h2,r,
h2,1]

T ∈ C2×1, and the transmit power matrix by P = [
√
Pr,

0; 0,
√
P1]. Let k = Ph = [h2,r

√
Pr, h2,1

√
P1]

T . The range
space of kT can be readily derived as vU = [v1, v2]T ,1 where
v1 =

h∗
2,r

√
Pr√

|h2,r|2Pr+|h2,1|2P1

, and v2 =
h∗
2,1

√
P1√

|h2,r|2Pr+|h2,1|2P1

,

which are the beamforming coefficients employed by the relay
and user 1, respectively. Therefore, the received signals at user
1 and relay can be expressed respectively as

y1(t) =h1,bxb(t) + h1,r

√
Prv1x2(t− τ)

+
√
P1h̄1,1v2x2(t− τ) + n1(t), (2)

and

yr(t) =hr,bxb(t) + h1,r

√
P1v2x2(t− τ)

+
√

Prh̄r,rv1x2(t− τ) + nr(t), (3)

where n1(t), nr(t) ∼ Nc(0, σ
2), respectively.

In the previous phase, as user 1 has already decoded x2(t−
τ) based on successive interference cancellation (SIC), it can
cancel out the interference of h1,r

√
Prv2x2(t−τ), and so can

the relay. After removing the effect of x2(t−τ) and modeling
the residual self-interference as additive white Gaussian noise
(AWGN), we can rewrite Eqs. (2) and (3) as

y1(t) = h1,bxb(t) + n̂1(t), (4)

and

yr(t) = hr,bxb(t) + n̂r(t), (5)

respectively, where n̂1(t) and n̂r(t) are equivalent AWGNs
with variances (P1γ1,1+1)σ̄2 and (Prγr,r+1)σ̄2, respectively,
using the same model given in [15]–[17], and γ1,1 and γr,r
represent the normalized gains of residual interference due to
imperfect mitigation of self-interference.
Accordingly, the transmitted signal by the hypothetical node

to user 2 is designed in the form of

x = vU
√
ϕx2(t− τ), (6)

1Through sending pilot signal, user 1 and the relay can obatin h2,1 and
h2,r respectively from feedback.



where ϕ denotes the power allocation ratio between the signal
power and the total transmit power. In this scenario, ϕ is equal
to one.
The signal received by user 2 is given by

y2(t) =kT x+ n2(t)

=(h2,r

√
Prv1 + h2,1

√
P1v2)

√
ϕx2(t− τ) + n2(t),

(7)

where n2(t) ∼ Nc(0, σ
2).

B. Presence of An Eavesdropper
We consider the presence of an eavesdropper in Fig. 1.

When user 1 and the relay retransmit data symbol to user 2,
the eavesdropper receives the signal from the relay and user 1
silently at the same time. Suppose that the eavesdropper knows
the instantaneous CSIs of all the links, while the legitimate
users only know the CSIs of adjacent legitimate links. It is easy
to find that user 2 will suffer from security problem without
protections. To solve this problem, we use the artificial noise
scheme, whose idea is to confuse the potential eavesdropper
without interfering the legitimate users.
By applying the null space of the legitimate channels, i.e.,

vE = [v3, v4]T , where v3 =
−h2,1

√
P1√

|h2,r|2Pr+|h2,1|2P1

, and v4 =

h2,r

√
Pr√

|h2,r|2Pr+|h2,1|2P1

, the mixed signal is designed in the form
of

x =vU
√
ϕx2(t− τ) + vE

√
1− ϕnv(t), (8)

where nv(t) ∼ Nc(0, 1) is the artificial noise and ϕ ∈ [0, 1].
The signal received at the eavesdropper is given by

ye =kTEx+ ne

=kTEvU
√
ϕx2(t− τ) + kTEvE

√
(1− ϕ)nv + ne(t)

+(he,r

√
Prv3+he,1

√
P1v4)

√
1− ϕnv+ne(t), (9)

where kE = PhE = [he,r

√
Pr he,1

√
P1]

T , hE =
[he,r he,1]

T , and ne(t) ∼ Nc(0, σ
2
E).

III. Performance Analysis
In this section, the instantaneous rate, outage performance,

ergodic sum rate, outage probability, throughput, and EE of
the proposed system are investigated sequentially.

A. Instantaneous Rate
Let ρb = Pb

σ2 , ρr = Pr

σ2 , ρ1 = P1

σ2 , |h1,b|2 = λ1,b, |hr,b|2 =
λr,b, |h1,r|2 = λ1,r, |h2,1|2 = λ2,1, and |h2,r|2 = λ2,r. For
simple computation, we set γ1,1 = γr,r = γ.
User 1 first decodes the data symbol of user 2 and then

decodes its own data symbol based on the SIC. In light of
Eq. (4), the SINR of user 2 observed at user 1 is given by γ0 =

a2λ1,bρb

a1λ1,bρb+P1γ+1 , while the SINR of user 1 is γ1 =
a1λ1,bρb

1+P1γ
. In

addition, the SINR of the relay is γr =
a2λr,bρb

λr,bρba1+Prγ+1 . On
the basis of Eq. (7), the SNR of user 2 is γ2 = |h2,r

√
ρrv1 +

h2,1
√
ρ1v2|2ϕ.

From the above definitions, we can obtain the achievable
rate at user 1 measured in bps/Hz as C1 = log2(1 + γ1).

Since the data symbol of user 2 must be decoded first at
user 1 for SIC as well as at the relay, the achievable rate
at user 2 is dominated by the lowest SINR, which can be
expressed as C2 = log2(1 +min{γ0, γr, γ2}).

B. Ergodic Sum Rate

The ergodic sum rate of the proposed system is given by
C̄sum ≜ E[C1] + E[C2] = C̄1 + C̄2. Since the CDF of λδ

(δ ∈ {{1, b}, {r, b}, {1, r}, {2, r}, {2, 1}}) is Fλδ
= 1−e

− x
βδ ,

and
∫∞
0

log2(1 + x)fX(x)dx = 1
ln 2

∫∞
0

1−FX(x)
1+x dx from [18,

Eq. (3.352.4)], C̄1 can be derived as

C̄1 = −e
P1γ+1

a1ρbβ1,b

ln 2
Ei

(
−P1γ + 1

a1ρbβ1,b

)
. (10)

Let Y = min{γ0, γr, γ2}. Therefore, C̄2 =
∫∞
0

log2(1 +
Y )fY (y)dy, and FY (y) = 1 − F̄γ0(y)F̄γr (y)F̄γ2(y). The
CCDF of γ2 is shown as

F̄γ2(z) =
β2,rρr

β2,rρr − β2,1ρ1
e
− z

ϕρr
1

β2,r

− β2,1ρ1
β2,rρr − β2,1ρ1

e
− z

ϕρ1

1
β2,1 . (11)

See Appendix A for the proof of Eq. (11).
Letting d1 =

β2,rρr

β2,rρr−β2,1ρ1
and d2 =

β2,1ρ1

β2,rρr−β2,1ρ1
, C̄2 can

be derived as

C̄2 =
1

ln 2

∫ a2
a1

0

e
− x

(a2−a1x)ρb

(
P1γ+1
β1,b

+Prγ+1
βr,b

)

×
(
d1e

− x
ϕρr

1
β2,r − d2e

− x
ϕρ1

1
β2,1

)
/(1 + x)dx. (12)

Unfortunately, to the best of our knowledge, no exact closed-
form solution of Eq. (12) exists.
When Pb = mP1 = mPr, ρb, ρr, and ρ1 → ∞, the

approximation of C̄1 can be derived as

C̄app
1 = −e

γσ2

ma1β1,b

ln 2
Ei

(
− γσ2

ma1β1,b

)
. (13)

Similarly, the approximation of C̄2 can be derived as

C̄app
2 =

1

ln 2

∫ a2
a1

0

e
− Ax

(a2−a1x) /(1 + x)dx

(a)
=

d1 − d2
ln 2

∫ ∞

0

a2e
−At

[(a1 + a2) t+ 1] (a1t+ 1)
dt

(b)
=

d1 − d2
ln 2

[
e

A
a1 Ei

(
− A

a1

)
− e

A
a1+a2 Ei

(
− A

a1 + a2

)]
,

(14)

where A =
(

σ2γ
mβ1,b

+ σ2γ
mβr,b

)
, (a) follows from a change of

variable t = x
a2−a1x

, and (b) follows from [18, Eq. (3.352.4)].



C. Outage Probability
Assume R1 and R2 are the target data rates associated with

the data symbols of user 1 and user 2, respectively. In our
proposed system, the three nodes, namely the relay, user 1,
and user 2, need to decode messages, and it is assumed that
the base station will always transmit a new data symbol no
matter whether the previous one is decoded successfully or
not. On the other hand, if user 1 fails to decode x2(t − τ),
it is impossible for user 1 to eliminate the interference from
the relay as indicated by Eq. (2). If user 1 fails to decode
x1(t), the process will also break. Consequently, the outage
probability of x1(t) is given by

P t
out,1 = 1− P (γ0 > u2, γ1 > u1)

=

{
1− e

− q1
ρbβ1,b , u2 < a2

a1

1, u2 > a2

a1

, (15)

where q1=max
{

(1+P1γ)u2

a2−u2a1
, (1+P1γ)u1

a1

}
, u1 = 2R1−1, and

u2 = 2R2−1.
Since both user 1 and the relay send messages to user 2,

x2(t− τ) is blocked when both interruptions occur in user 1
and the relay or interruption occurs in user 2. Therefore, the
outage probability of x2(t− τ) can be derived as

P t−τ
out,2 =1− P (γ0 > u2, γr > u2, γ2 > u2)

=1− F̄γ0(u2)F̄γr (u2)F̄γ2(u2)

=

{
1−

(
i1e

− u2
ϕρr

1
β2,r − i2e

− u2
ϕρ1

1
β2,1

)
, u2 < a2

a1

1, u2 > a2

a1

,

(16)

where

i1 =e
− u2

a2−u2a1

1
ρb

(
(1+P1γ)

β1,b
+

(1+Prγ)
βr,b

)
β2,rρr

β2,rρr − β2,1ρ1
, (17)

and

i2 =e
− u2

a2−u2a1

1
ρb

(
(1+P1γ)

β1,b
+

(1+Prγ)
βr,b

)
β2,1ρ1

β2,rρr − β2,1ρ1
. (18)

D. Secure Instantaneous Rate
Using Eq. (9), the receive SINR of the eavesdropper is given

by

γe =
|he,r

√
Prv1 + he,1

√
P1v2|2ϕ

|he,r

√
Prv3 + he,1

√
P1v4|2(1− ϕ) + σ2

E

. (19)

The instantaneous rate of data symbol x2(t−τ) for the wiretap
channel is Ce = log2(1 + γe).

E. Ergodic Secure Rate
The ergodic secure rate of data symbol x2(t − τ) is given

by [20]

C̄sec
2 = [C̄2 − C̄e]

+, (20)

where C̄e is the ergodic rate of data symbol x2(t− τ), whose
closed-form expression is given by Eq. (B.2) in Appendix B.

IV. Numerical Results

In this section, we evaluate the performance of our proposed
CRS-NOMA system. For comparison, we choose the system in
[2] and the OMA system. The study of [2] proposed a system,
where user 1 operating in HD mode directly communicates
with the base station, while user 2 needs the help of the relay
that is equipped with FD technique and decode-and-forward
(DF) protocol. Notably, the nodes in the OMA system have
the same antenna configuration as those in our system. The
only difference with our system is that there is no link between
user 1 and user 2.
It is assumed that user 1 and the relay have identical

transmit power, i.e., Pr = P1, while the power of the
base station is Pb = 5Pr = 5P1. To simplify performance
analysis, we also assume that the normalized gain of residual
interference introduced by the FD mode is identical at all
nodes, i.e., γ1,1 = γr,r = γ with γ ∈ [0, 1]. Besides, the
noise variance is assumed to be the same at all nodes, i.e.,
σ2 = σ2

E = σ̄2 = 1. Moreover, we can set β1,b = β2,1 = 10
and β1,r = βr,b = β2,r = 1. The power allocation factors are
set as a2 = 1 − α, and a1 = α. |f̂1|2, which is defined in
[2], is set as 0 in the simulations. Let R1 = R2 = R0. Unless
indicated, R0 = 1. Except Fig. 4, all figures disregard the
impact of eavesdropping. Therefore, the power allocation ratio
of the signal power to the total transmit power ϕ is set as 1 in
these figures. To examine the impact of γ on the performance,
we consider two different system setups: γ = 0 and γ = 0.1,
which are referred to as Case 1 and Case 2, respectively, in
all figures.
Fig. 2 shows the ergodic sum rates of our system, the

OMA system and the counterpart in [2] with respect to the
normalized gain of self-interference γ and SNR. We can
observe that the analytic results, i.e., Eqs. (10) and (12), agree
with the simulation ones perfectly. Besides, at high SNR, when
γ ̸= 0, the analytical results given by Eqs. (13) and (14) agree
with the simulation results. In Case 1, the proposed system
performs much better than the one in [2] and the OMA one.
This is because the effect of γ is not taken into account in
this case, and user 1 also coordinates the transmission of
x2(t − τ) for user 2. When γ increases, the ergodic sum
rate of our system decreases as γ has negative effects on the
ergodic rates of x1(t) and x2(t−τ). In Case 2, compared with
the counterpart in [2], the proposed system performs better in
the low SNR region, while in the high SNR region, it does
worse due to the strong self-interference. This phenomenon is
caused by the fact that user 1 is equipped with FD technique
in our system but not in the previous one. Equipped with FD
technique, user 1 is more sensitive to the self-interference.
Although user 1 in the OMA system works in FD mode, it
is not interfered by the relay and there is no self-interference.
Therefore, our system is inferior to the OMA system at high
SNR when γ ̸= 0.
Fig. 3 shows that the theoretical analysis of outage prop-

babilities in Eqs. (15) and (16) agrees with the simulation
results perfectly. When R0 = 5, no matter how large γ is,
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the outage probability is always one, due to the fact that the
system stops working when R0 > u2

u1
. As seen from Fig. 3,

P1(t) of the previous system performs better than P1(t) of
the proposal. This can be explained by the fact that Eq. (15)
is affected by the self-interference while [2, Eq. (12)] is not.
Moreover, if γ ̸= 0, the curves of P1(t) and P2(t − τ) will
approach constant in the high SNR region due to the negative
effect of self-interference. Notably, P1(t) of the OMA system
shows the best performance among these three systems. This is
because user 1 in the OMA system is not affected by the self-
interference and the interference between the relay and user 1.
Comparing curves of Cases 1 and 2, we can easily find that the
system with smaller self-interference performs better. In Case
1 with γ = 0, our system demonstrates superior performance
to the one in [2]. It is easy to find that P2(t−τ) is much lower
than that of the previous system and the OMA system in the
low SNR region, while it performs worse than P2(t − τ) of
[2] in the high SNR region.
As observed in Fig. 4, only the ergodic rate of x2(t − τ)

is affected by ϕ, while the ergodic rates of the other data
symbols remain unchanged, which reflects the fact that the

0 0.1 0.2 0.3 0.4 0.5 0.6 0.7 0.8 0.9 1

Power allocation coefficient  for artificial noise

0

0.5

1

1.5

2

2.5

3

3.5

4

4.5

5

A
v

er
ag

e 
R

at
e 

[b
p

s/
H

z]

Ana

Sum-Prop-Sim

Sum-Pre-Sim

x
1
(t)-Prop-Sim

x
1
(t)-Pre-Sim

x
2
(t- )-Prop-Sim

x
2
(t- )-Pre-Sim

Evaes-Prop-Sim

Evaes-Pre-Sim

Fig. 4. Ergodic secure rate and the one in [2] versus power allocation
coefficient ϕ for the artificial noise scheme with ρb = 15dB, α = 0.05
and γ = 0.1.

eavesdropper only wiretaps x2(t − τ) all the time. With
increasing power allocation coefficient ϕ, the ergodic rate of
the eavesdropper increases. From Eq. (19), we know that the
larger ϕ is, the higher received SINR at the eavesdropper
is. We can also find that there exists an optimal value of
ϕ to maximize the ergodic secure rate of x2(t − τ) at the
legitimate user. Compared with the ergodic secure rate of [2],
the ergodic secure rate of the proposed system performs much
better in a very large range of ϕ. This comes from the fact
that the previous system does not use any protection. Notably,
if ϕ = 0, user 1 and the relay only transmit artificial noise;
if ϕ = 1, user 1 and the relay transmit data symbol without
secure protection strategy, which makes x2(t−τ) vulnerable to
potential eavesdropping. Obviously, we can obtain a relatively
high ergodic secure rate with an appropriate power allocation
coefficient ϕ.

V. Conclusions
In this paper, we have proposed a NOMA-based CDRT

system. We have analyzed the performance of the proposed
system and derived closed-form expressions for the instanta-
neous rate, outage probability. Besides, we have also derived
the approximate expressions for the ergodic sum rate. Our
proposed system has been proven to achieve better ergodic
sum rate in the low SNR region than the previous one and the
OMA system. Moreover, we have extended our system to a
secure scenario where one eavesdropper exists. By using the
artificial noise scheme, we have enhanced the ability of user
1 and the relay to puzzle the eavesdropper without affecting
the legitimate user. We have derived the expression for the
ergodic secure rate. The analytical results have been shown to
match the simulation ones perfectly.

Appendix A
Proof of Fγ2(z)

Since |h2,r|2 is independent of |h2,1|2, we have
fXY (x, y) = 1

β2,1β2,r
e
− x

β2,1 e
− y

β2,r with |h2,1|2 = X and



|h2,r|2 = Y . Letting Z = γ2 = ρr(X + Y ), we have

FZ(Z < z) =FZ(ρ1X + ρrY < z)

=

∫∫
ρ1X+ρrY <z

fXY (x, y)dxdy

=

∫ z
ϕρ1

0

dx

∫ z
ϕρr

− ρ1
ρr

x

0

fXY (x, y)dy

=1− β2,r

β2,rρr − β2,1ρ1

×
(
ρre

− z
ϕρr

1
β2,r − ρ1e

− z
ϕρ1

1
β2,1

)
. (A.1)

Appendix B
Proof of C̄e

Note that he,r and he,1 are independent complex Gaus-
sian random variables. Let x = |he,r

√
Prv1 + he,1

√
P1v2|,

y = |he,r

√
Prv3 + he,1

√
P1v4|, L1 = x2, and L2 =

y2. Although v1 and v2 are correlative with h2,1 and
h2,r, they are irrelevant to he,1 and he,r. Using the
Gaussian distribution characteristics, it is obvious that
L1 ∼ Nc(0, βe,r

√
Pr|v1|2 + βe,1

√
P1|v2|2), and L2 ∼

Nc(0, βe,r

√
Pr|v1|2+βe,1

√
P1|v2|2). Besides, we have |v1|2+

|v2|2 = 1 and |v3|2+ |v4|2 = 1. By denoting βe,1 = βe,r = β,
b1 = βe,r

√
Pr|v1|2+βe,1

√
P1|v2|2, and b2 = βe,r

√
Pr|v3|2+

βe,1

√
P1|v4|2, L1 ∼ exp(b1β) and L1 ∼ exp(b2β) can be

obtained. The CCDF of γe is

F̄γe(x) = Pr
{

L1ϕ

L2(1− ϕ) + σ2
E

> x

}
(a)
= EL2

[
e−(

L2m0
b1β +

σ2
E

ϕb1β )x

]
(b)
=

∫ ∞

0

e−(
L2m0
b1β +

σ2
E

ϕb1β )x 1

b2β
e−

L2
b2β dL2

(c)
= e−

σ2
Ex

ϕb1β
b1

m0b2x+ b1
, (B.1)

where m0 = 1−ϕ
ϕ . Note that, in Eq. (B.1), (a) comes from the

fact that L2 is also a variable, (a) and (b) use the definition of
the expectation, and (c) follows from [18, Eq. (3.310)]. After
substituting Eq. (B.1) into 1

ln 2

∫∞
0

1−FX(x)
1+x dx, the ergodic rate

of the eavesdropper can be derived as

C̄e =
1

ln 2

∫ ∞

0

e−
σ2
Ex

ϕb1β

(1 + x)(m0
b2
b1
x+ 1)

dx

(a)
=m1

∫ ∞

0
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x
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b2
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b2
b1
x+ 1

− 1

x+ 1

)
dx
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[
e

1
ϕb1β Ei

(
− 1

ϕb1β

)
− e

1
ϕb2m0β Ei

(
− b2
ϕρrβm0b1

)]
,

(B.2)

where m1 = 1
ln 2

b1
m0b2−b1

. Besides, in Eq. (B.2), (a) must
conform to ϕ ̸= 0.5. When ϕ = 0.5, m0 = 1, we can clearly

find that m1 does not have a definite value. If ϕ = 0.5, we
have

C̄e =
1

ln 2

∫ ∞

0

e−
σ2
Ex

ϕb1β

(1 + x)2
dx

=
1

ln 2

[
1 +

σ2
Ex

ϕb1β
e−

σ2
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ϕb1β Ei

(
− σ2

Ex

ϕb1β

)]
. (B.3)
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